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   Master Elevator Controller

    Quick Start Guide

UD03825B
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Before you start:
  The minimum bearing weight of the wall or other places should be three times heavier than the device weight. 
  Dial-up before you install.

RS-485 TerminalRelay Output 
Terminal

IO Input Terminal

Orange&White              OK

Orange                          ERR

Green&White                BEEP

Blue                                W1

Blue&White                    W0

Green / Brown&White   GND

Brown                             12V

Indicator

Power On: Solid Green

Status: Normal (Flashing Green)
            Exception (Solid Red)

RS-485: No Communication (Off)    
              Communication (Solid Green)

Relay: Disconnected (Off)   
           Connected (Solid Green) 

Network: Disconnected (Off)   
                Connected (Solid Yellow, Flashing Green)
                Armed (Solid Yellow, Flashing Green) 
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Steps:

1. Drill holes on the wall or other places according to the holes on the guide rail.
2. Insert the screw sockets of the set screws (supplied) in the drilled holes.
3. Secure the guide rail on the wall or other places with the screws (supplied).
4. Push the device to the guide rail and fix it.
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When the panic button, the maintenance button, fire alarm button, and the event alarm are 

triggered, the master elevator controller will control the distributed controller via the linkage 

output to perform the linked actions.

Each master elevator controller supports up to 24 distributed elevator controllers, 
including 8 call elevator distributed controllers, 8 auto button distributed controllers, 
and 8 button distributed controllers.

When the panic button is triggered, all relays keep connected. It is valid for all floors.

When the fire alarm button is triggered, all relays keep disconnected. It is invalid for all floors.

When the maintenance button is triggered, all relays keep disconnected.  It is invalid for all floors.

Activation

Activating Device via Client Software

1. Click Device Management icon to enter the Device Management interface.

2. Select an inactive device from the device list. Click Activate to pop up the Activation interface. 

3. Create a password and confirm the new password. Click OK to start activate.

4. Click “Edit Network” to configure the device IP address, mask address, gateway address, port No.

1. Input the device IP address in the 
address bar.
For the first login, the web client will enter 
the activation interface.
The device default IP address: 192.0.0.64    
  
2. Input the user name and the password 
according to the tips in the interface.

3. Confirm the password.

Activating Device via Web Client
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Activating Device via SADP Tool

1. Download SADP Software: 
Get the SADP software from the supplied disk or the official website. Install and run the software.

2. Activate Device: 
Check the inactive device from the device list. Create a password in the right side of the interface and confirm the password.

3. Edit Device IP Address: 
Check the device and manually edit the device IP address, Port No., Subnet Mask, Gateway, etc. 

Activating via the Web Client, the SADP tool, and the client software are supported. 

Password:

Confirm Password:

Valid password range [8-16]. You can
use a combination of numbers,
lowercase, uppercase and special
character for your password with at least
two kinds of them contained.

Activation

OK Cancel

Total number of online devices:

ID

001 XXXXXXXXXXXXXX XXXXXXXXXXXXXX

XXXXXXXXXXXXXX

XXXXXXXXXXXXXX

You can modify the network parameters after 
the device activation.

Activate Now

New Password:

Confirm Password:

Activate

VXXXXXXXXXXXXX

VXXXXXXXXXXXXX

VXXXXXXXXXXXXX

XX.XX.XX.XX XX.XX.XX.XX

XX.XX.XX.XX

XX.XX.XX.XX

XX

Export Fresh Activate the Device

The device is not activated.

XX

XX

XX

XX

XX

XX.XX.XX.XX

XX.XX.XX.XX

Active

Active

Inactive

XXXXXXXXXXXXXX

XXXXXXXXXXXXXX

002

003

Device Type Security IPv4 Address Port Software Version IPv4 Gateway HTTP Port Device Serial No.
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Add to Client

IP

xx.xx.xx.xx xxxxxxxxxxxxx xxxxxxxxxxxxx xxxx-xx-xx xx:xx:xx8000Active

Device Type Firmware Version PortSecurity Start Time

Modify Netinfo Activate Filter

Refresh Every 60s

xx.xx.xx.xx xxxxxxxxxxxxx xxxxxxxxxxxxx xxxx-xx-xx xx:xx:xx8000Inactive

Add All Device Reset Password




